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Abstract

We describe a method for virtual channel establishment in
ATM:-like networks such that data may be sent over a virtual chan-
nel (VC) as it is being established. The NoW (No Waiting) VC
establishment method eliminates the need for the source to wait one
round trip time for confirmation that a VC has been established
before data can be sent on the channel. Rather, a source can begin
sending data immediately (or very soon) after it chooses the virtual
channel identifier (VCI) it will use to represent the VC, We charac-

terize ATM-like networks by three parameters; topology, size of

VCI space, and expected VC pattern (creation rate and duration)
between router (i.e., source/destination) pairs. We examine the per-
formance of the NoW method on networks characterized by dif-
ferent values of these parameters, with emphasis on large-scale net-
works with realistic parameter values. We show that with the NoW
method, VCs can usually be established with no special support on
the part of routers or switches (i.e., intermediate nodes). We use
weak VCI collision and strong VCI collision to denote conditions in
which special support in the routers and switches is required 1o use
the NoW method. We show the likelihood of occurrence of weak
and strong VCI collisions is a function of the parameters character-
izing the network. Thus, careful design of new ATM-like net-
works (i.e., appropriate parameter choices) can lead to increased
performance.

1. Introduction

Future, high-performance, wide-area networks will carry a
wide variety of traffic, including voice, video, and data. To facili-
tate the evolution to such networks, numerous broadband-ISDN
protocols are being developed. It is likely that many future net-
works will use asynchronous transfer mode (ATM), which is tightly
linked with broadband-ISDN. In ATM networks all information is
transferred in 53 byte cells, the first 5 bytes of which contain a
header, To transfer information from source A to destination B in
an ATM network, a connection, or virtual channel (VC), must be
established. All communication from A to B then follows the same
path through the network, as defined by the VC. At intermediate
nodes along the path, a virtual channel identifier (VCI) in each cell
header identifies each cell as belonging to a particular channel and
is used to route the cell along its fixed path.

This work was supported by the DARPA/NSF Gigabit Testbed program via
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There are two basic approaches which can be taken when
establishing a virtual channel. In both cases the source initiates the
establishment of the channel. In the first approach, the source does
not begin sending data over the channel until it receives
confirmation that a VC has been established. In the second
approach, the source sends data at the same time, or shortly after, it
initiates the establishment of the VC. The first approach has the
obvious disadvantage of the source having to wait a minimum of
one round trip time before sending data. If the distance between
the source and destination is long and the capacity of the connect-
ing link(s) is high, then a large amount of data could have been sent
during that round trip time. In fact, if the source had been able to
send data immediately, it may have even finished transferring its
data in less than one round trip time. Also, with the first approach
the source must keep track of which VCs are currently in the pro-
cess of being established. The second approach to VC establish-
ment eliminates the need to wait one round trip time before sending
data, as well as the requirement that the source keep track of VCs
currently in the establishment process. Furthermore, as link capaci-
ties increase in the future, the advantage of the second approach
will grow, since, in many cases, the ratio of setup time to VC dura-
tion will become greater (e.g., fixed size file transfer). Since round
trip latency cannot be reduced, the only way to substantially reduce
VC setup time is to eliminate the need to wait one round trip time.
The major disadvantage of the second approach is the added com-
plexity (hardware and/or software) required on the part of the
routers and switches to support the setup mechanism.

In this paper we describe the NoW method for VC establish-
ment, which takes the second approach mentioned above. We con-
sider mainly the establishment of VCs which carry traffic that does
not have real-time performance requirements (e.g., throughput,
delay, jitter). In the section on related work we compare the NoW
method o a fast channel establishment method for real-time appli-
cations and discuss how the principles of the NoW method would
apply to the fast establishment of VCs which guarantee a certain
level of performance.

The goal of the NoW method is to make the common case go
fast. The underlying principle of the NoW method is that, in gen-
eral, an attempt to create a VC will succeed. If it is true that most



VC creation attempts succeed, then it is logical to optimize for that
case (i.e., make the common case go fast). Waiting one round trip
time to establish all VCs makes the performance of the common
case equal to that of all other cases. The NoW method optimizes
for the common case at the expense of potentially poorer perfor-
mance for the uncommon case. The NoW method allows VCs o
be established at the same time the first data cell traverses the net-
work, typically with very little effort on the part of either the
routers or switches within the network. Our method for VC estab-
lishment is simple and fast. The usefulness of the method is
justified by the results of analysis and simulation, with parameters
to the analysis and simulation derived from the results of a TCP
raffic study. The percentage of VC establishments for which very
little effort is required on the part of routers and/or switches is
dependent on the parameters characterizing the network, namely,
the topology, the size of the VCI space, and expected VC patterns
between router pairs. We define the terms weak VCI collision and
strong VCI collision to indicate conditions under which routers and
swilches must become more involved in the establishment process
in order for it to complete successfully. Analysis and simulation
show the probability of weak and strong VCI collisions within a
router, given values for the parameters characterizing the network.
Simulation shows the probability of weak and strong VCI collisions
within a switch, given values for the parameters characterizing the
network. Some parameters to the analysis and simulation are
derived from measured TCP traffic characieristics between the
University of Wisconsin-Madison and the rest of the Internet. The
results of the analysis and simulation show the NoW method to per-
form very well (i.e., very low probability of weak and strong VCI
collision) in ATM networks with characteristics analogous to those
observed to currently exist in the Internet.

The second phase of the eXperimental University NETwork
(XUNET) [Fras 91] will carry all traffic via ATM-like cells. At
year-end 1991, hardware software for routers (ie.,
sources/destinations) and switches (i.e., intermediate nodes) was
near completion. The UW-Madison is a part of the XUNET project
and we intend to test the NoW approach for VC establishment
within the XUNET environment. Such tests will help decide
whether it is desirable to modify current router and switch VC
setup mechanisms to better support the NoW method in XUNET.

and

Section 2 of this paper describes the XUNET environment in
more detail, and in general discusses the type of environment for
which the NoW method is suited. Section 3 provides more detailed
motivation for why fast virtual channel establishment is important.
Section 4 describes the details of the NoW VC establishment
method. Section 5 contains the results of a TCP traffic study from
which we derive parameters to simulations which show the perfor-
mance of the NoW method within routers and switches. Section 6
contains simulation and analytical results which show how well the
NoW method works within routers, under various assumptions for
network topology, size of VCI space, and VC patterns between
router pairs. Section 7 describes simulation results which show
how well the NoW method works within switches, under various
assumptions for network topology, size of VCI space, and VC pat-

terns between router pairs. Section 8 discusses related work and
Section 9 describes the direction of our future work and concludes.

2. Environment

There are two major hardware components in the XUNET
Routers connect
workstations on local area networks to the backbone network which
carries ATM cells. Routers are able to support a total bandwidth of
approximately 200 Mbits/sec. Each router will be connected to at
least one switch. Switches route ATM cells through the network all
the way to the destination router. Switches can support a lotal

network environment, routers and switches.

bandwidth of approximately 575 Mbits/sec. In order to support
very high data transfer rates between hosts, a third component will
be developed 1o allow computers equipped with a HiPPI interface
to emit traffic into the ATM network at rates up to 800 Mbits/sec.
Figure 1 gives the topology of the XUNET testbed as of year-end
1991. All of the links in the network operate at DS3 (44.736
Mbits/sec) transmission rates. In the future, some of the links will
be updated to 600 Mbits/sec. We will test the NoW method within
the XUNET testbed.
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Figure 1. XUNET Topology 1991

It should be noted that the NoW method is not limited to the
XUNET environment. Our method is designed for a general net-
work architecture in which units of data identified by VCls are car-
ried between source and destination entities (e.g., routers). The
router provides hosts, located on LANS, with access to a high per-
formance ATM-based WAN. Intermediate nodes (e.g., switches) in
the WAN provide for the routing of the data units.

When designing hardware for a network using virtual chan-
nels, one must consider the method that will be used to establish the
channels and whether special hardware assistance is required to
support the method. Designing hardware to use one particular
method may make it difficult to use a different method. In this



paper we discuss the problems that network components must han-
dle in order to use the NoW method for VC establishment.

3. Motivation

This section discusses the benefits of fast VC establishment
Although it may seem intuitive that fast VC setup is beneficial, we
provide explicit examples of how fast VC setup is useful in order to
verify such intuition. We consider the implications of fast VC setup
and destinations. We  consider

for sources, switches,

sources/destinations as both hosts and routers.

3.1. Sources

There are several examples of how fast VC establishment
can be useful to user-level applications. So called time-critical
applications that send out alarms, or signals, which require immedi-
ate attention could certainly utilize a fast setup mechanism. Note,
however, that any application which absolutely cannot tolerate any
possibility of failed communication would likely have an esta-
blished VC at all times, with reserved resources along the path, and
thus would not need a fast setup mechanism. Applications which
use remote procedure calls (RPC) can also benefit from fast VC
setup. If the round trip time (RTT) between the caller and the cal-
lee is such that the RTT latency makes up most of the RPC time,
then the time to perform an RPC is essentially cut in half when
doing fast VC setup.

Some RPC packages use specially designed transport proto-
cols which do not require a time-consuming connection setup phase
(e.g., [BiNe 84]), such as the three-way handshake of TCP. If such
special protocols run over ATM, then a fast VC establishment
method is needed or the advantages of the fast transport layer setup
mechanism are lost.

The existence of a fast VC establishment mechanism
simplifies the tasks required of routers. Without fast VC setup,
routers must queue all data sent from hosts until the VC is esta-
blished. As line speeds increase, the opportunity cost of not send-
ing data becomes larger and the amount of data to queue may also
become larger. Such queueing could be avoided by having hosts
block (i.e., not send data) until the router informs them that the VC
is established. This does not solve the problem, however, since
now the host operating system must perform the buffering, or the
application must actually stop generating data. With fast VC setup,
all queueing is avoided since the data can be sent without having to
wait for one round trip time. In addition, the router need not neces-
sarily keep track of those VCs which are currently in the process of
being established. For example, if a pure datagram service is being
provided, then there is no need for routers to keep track of those
VCs which are currently in the process of being established. In the
case of VC establishment failure, we assume a higher level protocol
will retransmit any lost data. However, our method is designed to
make the probability of such failure very low.

3.2. Switches

In ATM-based networks it is reasonable to perform buffer
allocation and management within switches on a VC basis (i.e.,
each VC is allocated some amount of buffer space). This section
contains the results of a simulation which measures the effecis of
fast VC setup in switches, given a particular buffer management
sirategy. We assume a buffer management strategy which allocates
one full round trip window size to each active VC at each switch.
A VC establishment request is rejected if there is insufficient buffer
space at a switch. Clearly this is a conservative strategy and we are
not advocating it as the best method. It can, however, guarantee no
loss of data within the network and is simple to simulate. Note also
that less conservative methods will still exhibit the type of behavior
described below. It simply requires a higher load (i.e., more VCs)
before such behavior sets in.

The details of the simulation are as follows. A single switch
is simulated, with VC establishment requests (and data) arriving at
the switch over one of multiple lines. The exact number of lines
which a switch can support is dependent on the buffer space within
the switch, which is a parameter to the simulation (i.e., the number
of lines a switch can support is equal to the buffer space size
divided by the round trip window size). It is assumed that if a VC
has data to send and there is an available (i.e., unused) line, then the
data flows over that line. This assumption leads to maximum utili-
zation of switch resources for a given establishment request arrival
rate. Buffer resources are allocated to a VC for the entire time it
takes 1o perform VC setup and data transfer. Immediately upon
completion of setup, each VC sends 1 megabyte of data. Upon
completion of the sending of the data, each VC is immediately torn
down (i.e., do not wait one round trip time for teardown). The
transmission rates of the lines are the same as the operating rate of
the switch, which is a parameter to the simulation.

Tables 1 and 2 contain probabilities of rejecting VC estab-
lishment requests within a switch due to lack of buffer space. The
numbers in Table 1 were obtained from a simulation of a switch
operating at 1 gigabit/second. Table 2 contains numbers from a
simulation of a switch operating at 10 gigabits/second. Variable
paramelers in the simulation were the arrival rate of VC establish-
ment requests, the amount of buffer space in the swiich, and the
total VC setup time (i.e., time until source router can start sending
data).
assumed to be on opposite sides of North America. Thus the 50ms

The source and destination routers for the VCs were

VC setup time seen in both tables represents a best case time for
any VC setup method requiring confirmation of establishment.

There are several points to be made with respect to the data
in Tables 1 and 2. From Table 1 it can be seen that a reduction in
the VC setup time can be accompanied by a reduction in the
amount of buffer space without a resulting increase in the probabil-
ity of rejecting a VC establishment request. In Table 1, a reduction
in VC establishment time from 50ms to 10ms was accompanied by
a reduction in switch buffer space from 60MB to 36MB, with the
probability of VC establishment request rejection remaining
approximately stable. Also in Table 1, it can be seen that at lower



arrival rates, the probability of rejection is slightly higher at a lower
setup time and smaller buffer size. At higher arrival rates, the pro-
bability of rejection becomes lower at a lower setup time and
smaller buffer size. This is because at lower arrival rates there are
fewer VCs simultaneously in the setup phase, making the time 1o
perform setup less important. That is, it is unlikely that an estab-
lishment request will be rejected due to a large number of requests
currently in the establishment phase. At higher arrival rates, more
VCs are simultaneously in the setup phase, making a low setup
time more important. In Table 2, which has a higher data transfer
rate, a similar pattern holds. However, at the higher rate, an even
larger reduction in buffer space size is possible. With a decrease in
setup time from 50ms to 10ms, a decrease in buffer size from
420MB to 180MB (57% reduction) resulted in approximately the
same or lower rejection probabilities. In Table 1 only a 40% reduc-
tion in buffer size was possible, (any further reduction resulted in
rejection probabilities higher than with the slower setup time). In
Table 2, a larger reduction was possible and even betier perfor-
mance in terms of rejection probabilities resulted. In other words,
as line speeds increase, so do the advantages of fast VC establish-
ment. The resulis of Tables 1 and 2 are not surprising and should
be intuitive. They simply point out that as line speeds increase, the
cost of setup becomes more important.

Another point to notice from Table 1 is that simply increas-
ing the amount of buffer space within a switch is not always an
acceptable solution to the problem of high rejection probability. At
an arrival rate of 125 requests/second the probability of rejection is
nearly 1. Increasing the buffer space will reduce this probability by
allowing more connections to exist simultaneously. However, the
reason the probability of rejection was so high was because the
switch was fully utilized. Accepting more VCs will simply lead to
longer queues and higher response times. In queueing theory ter-
minology, the queue has become unstable.

Buffer Space - VC Setup Time
Arrivals/sec | 60MB -50ms | 36MB - 10ms
50 0.003 0.008
75 0.069 0.074
100 0.396 0.327
125 0.999 0.976

Table 1. VC Establishment Rejection: 1 Gb/sec

3.3. Destinations

The same types of problems which occur at switches could
also occur at destinations (both hosts and routers) if buffer space is
allocated on a VC basis. Thus the results of the previous section
may apply to destinations as well as switches. In some hosts (or
servers), however, buffer space may not be a critical resource, but
the VCI space may be. In such cases, if the server sits idle, wailing
for the establishment of VCs to complete which were rejected dur-
ing a busy period (i.e,, no available VCIs), then fast VC setup

Buffer Space - VC Setup Time
Arrivals/sec | 420MB-50ms | 180MB-10ms
50 0.015 0.018
75 0.099 0.050
100 0.323 0.106
125 0.719 0.179

Table 2. VC Establishment Rejection: 10 Gb/sec

would increase throughput at the server by eliminating such idle
time.

4. Virtual Channel Management

The establishment of a virtual channel involves every
hardware component which will take part in transferring data
between the source and destination routers. Decisions regarding
channel establishment need to be made at every hop along the path.
In this section we describe the details of NoW VC establishment.
We discuss the problems which can arise when using the NoW
method and propose various solutions. We also discuss virtual
channel teardown. Throughout this section the terminology used
refers to the XUNET environment but all discussion is applicable to
the general network environment described earlier in Section 2.

4.1. NoW VC Establishment

The primary weakness of the usual VC establishment
method is that the source router must wait a minimum of one round
trip time before it can begin sending data. In that time the router
and/or host OS may have to buffer data being sent by the source
application. It would be nice if such data could be sent to the desti-
nation immediately. The NoW VC establishment method allows
the router to do just that. The crucial observation which led to the
design of the NoW VC establishment method is that, in general, it
is likely there are available VCIs within each switch, and thus there
is no need for a source router to have to wait to see if there are
VClIs available at each hop along the path. Analysis and simulation
described later show this to be the case for realistic values of VCI
space size and VC patterns (i.e., duration and creation rate). We
also believe that in the common case other types of resources (e.g.,
buffers) will also be available, so that again there is no need for the
source touter o wait to see if that is indeed the case. For the
moment, however, we will ignore issues relating to buffer space
availability within switches. We discuss issues related to channels
requiring guaranteed performance in a later section. Congestion
control mechanisms can help manage buffer resources when
guaranteed performance is not required.

Assuming our claim is true that in the common case there is
no need for switches to perform a time consuming search to find a
unique outgoing VCI to represent a newly created virtual channel,
another problem must still be solved before fast VC establishment
can be performed. Even if the switch can be relieved of locating a



unique outgoing VCI, it still must perform a lookup in a routing
table to determine the appropriate outgoing line for the virtual
channel. In the following description of our method we assume a
static routing algorithm, which solves this problem. Once the
source router chooses the VCI for a VC, the route to the destination
is essentially fixed.

There are two critical aspects to NoW virtual channel estab-

lishment.

1) The identity of the destination router is encoded in
each VCl representing a virtual channel. Note that
this reduces the total number of bits available
to actually represent the VCI.

2) Expectations of VC creation rate and VC duration are

calculated for all pairs of routers. That is, each
router computes an expectation of how often it will
create VCs to every other router and how long each
VC will last. The expectations are based on
anticipated usage patterns provided by users, as
well as observations of past VC patterns.

If we assume a static routing algorithm, then encoding the
destination router identity within the VCI eliminates the need for
switches to do a routing table lookup at the moment the VC is esta-
blished. Rather, every outgoing VCI will automatically have a sin-
gle outgoing line associated with it. Namely, that line which is
used to reach the destination encoded within the VCI.

The expectations of VC establishment patterns are used for
two purposes. First, to determine the number of VCIs which each
router can use to create VCs to each destination. And second,
within each switch, to partition the VCI space associated with each
destination among all incoming lines which establish VCs to that
destination.

The first use of the VC establishment pattern works as fol-
lows. Every router has some expectation of how often it will create
VCs to every other router, and of how long each VC will last.
Three factors help determine how many VCIs each router can use
to create VCs to a given destination: 1) the size of the VCI space
(excluding bits used to encode destination), 2) the product of the
router’s expected VC creation rate and VC duration for the given
destination, and 3) the sum of the products of creation rate and
duration for the given destination over all incoming lines at the
point in which the router begins sharing the VCI space with other
lines, (these incoming lines are the Numlines in the equation
below). Figure 2 provides an example. Assume the size of the VCI
space (excluding bits used to encode the destination) is 256. Sup-
pose router 0 (RO) expects to establish VCs to R1 at the rate of
1/sec with an expected duration of 4 seconds. In addition to the
link from RO, swiich 1 (§1) has two other incoming links which
expect to establish VCs to R1 at rates of 2/sec and 0.5/sec with
durations of 2.5 seconds and 14 seconds. In general, the number of
VClIs which a source router R can use to establish VCs 1o a desti-
nation router R, is computed as

rate *duration,
Rs.Rd Rs,Rd

VCIRs,Rd = * VC]

Nuwnlines toralsize

Z rate[,,-,Rd*duratioand
i=1

Thus VCIRO,RI = * 256 = 64,

4+5+7

The reason for limiting the number of VCIs RO can use to establish
VCs to R1 is because, as will be seen shortly, S1 partitions its out-
going VCI space associated with destination R1 based on the same
formula given above. Thus, in S1, RO will only have 64 VCIs o
represent its VCs to R1 over link 4 (L4). So there is no advantage
in having RO use more than 64 different VCIs over L1. By limiting
RO to 64 VCIs, however, if a VCI is available within the pool of 64,
then RO knows the VC establishment request will traverse at least
through S1 without being rejected. If the destination router is
directly connected to S1, RO knows the VC establishment request
cannot be rejected. Clearly, if all VClIs in the pool of 64 are in use,
a problem has arisen. Such problems, and solutions to the prob-
lems, are discussed in the following subsection.

81
= 1/sec S2

RO

L3

r=05/kec

d= 14 secs

subnet

subnet

Figure 2

The second use of the VC establishment pattern, to partition
the VCI space within each switch among incoming lines, works as
follows. Since each router has an expectation of a creation rate and
duration for VC establishment to each destination, it is possible to
compute the same expectations for all lines entering a swilch.
Expected creation rates (for a given destination) over links into
switches can be computed by summing over all creation rates from
routers which utilize the link. Expected VC duration (for a given
destination) over a link can be computed by taking the weighted
average of all durations from routers utilizing the link. For exam-
ple, suppose we want to partition the outgoing VCI space within S1
that is used to reach destination R1. Using the creation rates and
durations from Figure 2 and a formula essentially the same as the
one used above, the outgoing VCI space associated with destination
R1 can be partitioned within S1 as follows.

4 .
VCls1on.p1 = 1547 * 256 = 64,
VCisyop1 = 5.7 * 256 = 80,

7T ncg
VCls10901 = v *256 =112



Note that this should be a true partition. None of the outgoing
VClIs assigned for use by one incoming link can be used by any
other incoming links. This is unlike the allocation of VCIs to a
router. The router may use any values for the VCIs but should not
use more than the allocated amount. The switches are restricted in
their choice of outgoing VCIs not only in the number of VCIs they
can use but also in the values which may be chosen. This is to
insure that no two separate VCs (from different incoming links)
will simultaneously use the same outgoing VCI over the same link
to the same destination.

One can now see the implication of encoding the destination
router ID in the VCI and using the expected VC establishment pat-
terns to restrict routers and switches to using only certain portions
of the VCI space for channels to each destination. These two con-
ditions allow a special initialization of VCI map tables within all
switches and routers. This initialization pre-establishes a large
number of virtual channels, thereby eliminating the need to perform
any type of computation at setup time, thus making VC establish-
ment very fast. For example, in Figure 2, within S1 all VCI map
table entries with in slot of 1 and in VCI indicating destination R1
would be initialized to contain out slot of 4 and out VCI equal to
one of the 64 VClIs in the partition associated with L1. Thus when
RO wishes to establish a VC to R1, it simply locates a VCI from
within the pool of VCIs it has been assigned for communication
with R1. At this point RO knows that appropriate mappings exist in
S1 which will route cells originally labeled with any VCI chosen
from the pool, to R1. S2 will have performed similar calculations
and will also have appropriate mappings. However, even though
the mappings exist in the switches, it may be that some of them are
currently in use by other VCs. That is, the mapping from incoming
to outgoing VCIs is not necessarily one-to-one. Two or more
incoming VCIs may map to the same outgoing VCI. This is a key
problem, but is not the concern of the router. Rather, it is the con-
cern of the switch and is discussed in more detail shortly. As far as
RO is concerned, however, it can immediately begin sending data to
R1 using the chosen VCI. The only special setup task that RO must
perform is to place the source and destination host addresses within
a special first cell, or the first few bytes of the first data cell. This
information is needed by the destination router to fill its VCI map
table appropriately.

Another way to think about how the NoW method works is
to consider that the itialization of the VCI map tables within the
switches and routers essentially establishes many one hop VCs. A
one hop VC is a VC between two adjacent nodes (e.g., two
switches or a router and a switch). In addition, the one hop VC can
only be used to reach a single destination. A full VC from source
to destination router can then be patched together using multiple
one hop VCs. Such patching is done automatically due to the spe-
cial initialization of the VCI map tables. Problems occur when two
distinct full VCs wish to use the same one hop VC at the same
time. We denote such occurrences as VCI collisions and discuss
them more fully in the next section.

_6-

4.2. Consequences of Partitioning in the NoW Method

The major problem which must be solved when using the
NoW VC establishment method is the handling of VCI collisions.
There are two types of VCI collisions which can occur in both
routers and switches, weak VCI collisions, and strong VCI colli-
sions. A weak VCI collision occurs during VC establishment
when the VCI which is to be allocated to the new VC, by a router
or switch, is already allocated to a different VC. A strong VCI
collision occurs during VC establishment when, after a weak VCI
collision, a search of the remaining relevant VCI partition reveals
all VCIs are currently in use. The remainder of this subsection
describes the details of how VCI collisions may occur in routers
and switches and some solutions for avoiding them and detecting
and correcting them.

As described earlier, each router has a pool of VClIs associ-
ated with each destination with which to establish VCs to that desti-
nation. The pool can be logically organized as a circular queue
with a pointer indicating which VCI is to be allocated next. The
pointer is bumped one entry on each allocation and traverses the
queue in a circular manner. A weak VCI collision occurs in the
router at VC establishment time when the VCI to be allocated (i.e.,
currently pointed to) is still in use from the last time it was allo-
cated. A strong VCI collision occurs when all entries are still in use
when a new establishment request arrives.

VCI collisions within switches are not as straightforward as
those within routers. Consider the topology of Figure 3 and assume
a VCI space (excluding bits for destination) of size 32. Suppose RO,
R1, and R2 all have the same expected VC creation rate and dura-
tion parameters associated with destination R3. Then, under the
NoW method, the VCI pool sizes associated with R3 within RO,
R1, and R2 will be 16, 16, and 11, respectively. At S2, L3 will be
allocated 21 VCIs for VCs going out over L5 and L4 will be allo-
cated 11 VClIs going out over L5. Since there are always a total of
32 possible incoming VClIs from another switch, this means that at
S2, 32 incoming VCIs over L3 must map to 21 outgoing VCIs over
L5. Thatis, within S2, the size of the incoming VCI space on L3 is
larger than the corresponding outgoing VCI space on L5. Thus
multiple incoming VCIs on L3 must map to the same outgoing VCI
over L5. In this case RO and R1 cannot be sure that a VCI is avail-
able at S2 just because a VCI is available in its local pool. Routers
must rely on the intermediate switches to make adjustments when
necessary, since two different incoming VCIs have pre-established
mappings to the same outgoing VCI. A weak VCI collision occurs
at S2 if the first cell associated with a VC arrives marked with an
incoming VCI which maps to an outgoing VCI which is already in
use by another channel. The switch must detect such situations and
either deny the establishment of the channel, or find a new,
currently unused VCI to represent the channel. If there are no other
available VCIs within the partition, then a strong VCI collision
occurs and the VC establishment request may have to be rejected.
Such detection and correction of VCI collisions is one example of
special support required of switches in order to support the NoW
VC establishment method.
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There are two principle methods we propose for handling
VCI collisions within routers and switches, avoidance, and detec-
tion and correction. We first propose techniques for avoiding VCI
collisions. We then discuss the detection and correction of VCI
collisions, a task which must occur when the avoidance techniques
fail.

4.2.1. Avoidance of VCI Collisions

The size of the VCI partition and the utilization (i.e., crea-
tion rate-duration product) of the VCIs within a given partition are
two key parameters determining the probability of VCI collisions.

The larger the size of the VCI space and the lower the product of

creation rate and duration, the smaller the probability of VCI colli-
sion. This section describe techniques to keep the usable size of the
VCI space as large as possible and the product of VC creation rate
and duration as low as possible.

In ATM networks there are a fixed number of bits in the
ATM cell header allocated for the VCI field. In the XUNET
environment this field length is 16 bits. In the NoW method some
number of those 16 bits is used to encode the destination router ID,
thereby decreasing the actual number of available, or usable, VCls,
Consider the NSFNET T1 backbone network (see Figure 4) and all
regional networks (e.g., CICNET, NYSERNET) within the United
States as a topology in which the NoW method is to be used. There
are approximately 25 regional networks hanging off the NSFNET
backbone, with an average of 36 sites per regional network. Thus
there are roughly 900 destination sites, implying 10 bits of the VCI
field would be required to represent the destination ID and 6 bits
would be left for the actual VCI. A single VC would be used for
channels between all router pairs. The performance of the NoW
method in such an environment is shown in Sections 6 and 7.

However, in reality, it is likely that datapaths spanning large
distances will consist of multiple VCs spanning multiple back-
bones. That is, to send data between regional networks which
themselves are backbones, a series of VCs will need to be esta-
blished. The first VC will extend to the edge of the source back-
bone. One or more VCs will carry the data through intermediate
backbones and the final VC will exist solely within the destination
backbone. Such a concatenation of VCs will likely be necessary

due to the heterogeneity of regional networks. One consequence of
such an environment is that within a single backbone a small
number of bits are required to represent destinations. The average
number of sites in the regional networks hanging off the NSFNET
backbone is 36. The number of nodes in the NSFNET T1 network
(Figure 4) is 14, Under the NoW method, (assuming a 16 bit total
VCI space), this leaves 10 bits for the actual VCI within regional
networks and 12 bits within the NSFNET backbone. This is in
comparison to only 6 bits when all 900 destinations must have a
unique ID. The advantage of having more bits to represent the
actual VCI is that the probability of VCI collision within a single
backbone is much lower. A disadvantage of concatenating VCs is
that those nodes which transfer data between backbones must per-
form the tasks associated with establishing a VC. Essentially, such
a node must now play the role of a router as well as its traditional
role of a switch.

When using the NoW method, the concatenation of VCs has
another disadvantage. When establishing a series of VCs, the first
VC in the series is addressed 1o a destination on the same regional
network as the source router. This raises the possibility that the
total number of simultaneous connections a router can have with
non-local destinations is lower than if concatenation of VCs was
not done (i.e., each destination on the entire network had a unique
ID). The total number of simultaneous connections that a router
can have open with non-local destinations is dependent on the size
of VCI space within the router’s regional network and the number
of gateways through which traffic to non-local destinations may
flow. If there is only one gateway with a single 1D associated with
it, then the number of possible simultaneous connections to non-
local destinations is lower than if each destination had some
number of VCIs associated with it. However, a tradeoff occurs in
that the entire pool of VClIs used for the first VC in a series of VCs
destined for a non-local destination, is now shared among all these
destinations. Thus a single destination is not limited to some fixed
number of VCIs. A better utilization of VClISs is likely to occur (and
potentially a lower probability of VCI collision) since destinations
which see a small number of VCs do not have a dedicated number
of VCIs allocated for them. In addition, the smaller number of
VCIs available 1o routers (i.e., smaller number of simultaneous con-
nections to non-local destinations) is not likely to be a problem
since the total number is still very large. In the example above the
size would be at least 1024 (i.e., 10 bits, one gateway) and cven
higher if there are more gateways or less than 64 sites in the
regional network (so gateways can have multiple IDs).

Within nodes of intermediate backbones, the concatenation
of VCs has a similar effect. A pool of VCIs within a node is asso-
ciated with multiple destinations, rather than each destination hav-
ing a fixed size number of VCIs associated with it. Again, the
advantages of such a shared pool are better utilization of the VCI
space and lower probability of VCI collision. The size of this
shared pool, relative to the number of VCIs available when con-
catenation of VCs is not performed, is dependent on the size and
topology of the various backbones in the network. If we assume a
wide-area backbone with 25 nodes and a regional network back-



bone of size 32 hanging off each wide-area backbone node, then the
number of VCls available at a wide-area node for all destinations
within a given regional network is the same whether or not concate-
nation of VCs is performed. Without concatenation, there are 2048
(64 VCIs/destination * 32 destinations) available VCIs. There are
64 VCls/destination since 10 bits are required to encode the 800
destinations. With concatenation, there are also 2048 VCls avail-
able for each wide-area backbone destination node (since 5 bils
encode the destination).
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Figure 4. NSFNET T1 Network 1991

Although is it likely the concatenation of VCs will neces-
sarily occur due to the heterogeneity of networks, it is possible to
mmpose a logical structure upon a homogeneous network so that
such concatenation of VCs must occur. By carefully designing the
structure of the network (i.e., partitioning the network into back-
bones which have a high degree of intra-backbone traffic), the pro-
bability of VCI collision can be reduced. As long as the cost of
establishing a series of VCs is not too high, such a technique is
desirable as a means to avoid VCI collisions. The technique
becomes more desirable as the amount of inter-backbone traffic
decreases. Careful design of the network structure can help minim-
ize the amount of this traffic.

The technique described above is intended to provide a
larger VCI space and thus reduce the probability of VCI collision.
There are other factors which effect this probability as well. Not
surprisingly, given a fixed size VCI partition, a higher product of
the VC creation rate and duration results in higher probability of
VCI collision. Thus minimizing that product will help reduce the
probability of collision. As network transmission rates increase,
the duration of VCs of bulk transfer applications (e.g., file transfer)
will decrease, thus decreasing the product of creation rate and dura-
tion. This implies a larger creation rate can be tolerated while still
keeping the same probability of collision. This suggests that for
applications which send periodic bursts of data it may be better to
establish a separate VC for each burst so that each VC has short
duration, rather than establish a single VC which has a long dura-
tion. As line speeds increase, the advantage of establishing many

VCs of short duration also increases. If the VCs can be established
fast, as when using the NoW method, the establishment of many
VCs of short duration becomes more attractive,

The techniques mentioned above are intended to make the
probability of VCI collision as low as possible. They cannot, how-
ever, eliminate the possibility. However, there is more that can be
done to avoid VCI collisions. Switches and routers can monitor the
number of VCIs which are currently in use within each partition.
Within switches, if one partition has experienced a large number of
weak VCI collisions, then a dynamic repartitioning of the VCI
space could be performed as long as the partitions which will
shrink are not experiencing a similar condition. This technique need
not involve any other switches or routers although it may be desir-
able to notify adjacent nodes when such action occurs so that they
may take similar action (e.g., a switch telling a router it may
increase its partition size). With this technique, VCI collision is
avoided by allocating more resources at times when it appears the
current amount is insufficient. The action of repartitioning the VCI
space for a given destination will likely not occur often and does
not have to be particularly fast since it can be triggered in advance
of when total failure (i.e., strong VCI collision) is expected to
occur. Thus the mechanism used to implement this technique need
not be directly in switch hardware. We intend to implement this
technique of collision avoidance within XUNET switches with the
help of a special control computer associated with each switch.
This control computer is connected to the switch via Ethemet and
can thus be used to perform only those tasks which do not require
very fast execution,

4.2.2. Detection and Correction of VCI Collisions

When all collision avoidance techniques fail, there is noth-
ing left to do but detect the collision and correct it. Within routers,
detection and correction of a weak VCI collision is trivial. It sim-
ply involves finding an unused VCI from within the partition. If a
strong VCI collision occurs within a router, then a VCI may have to
be used which does not contain the properly encoded destination
identification. At this point VC establishment must be performed
using the general method of waiting one round trip time before
sending data.

Detection and correction of VCI collisions within switches is
the primary mechanism which must be supported in the switch for
the NoW method to operate efficiently. The handling of weak VCI
collisions should be such that no other node need be involved. One
entry in the VCI map table can simply be rewritten. So that no addi-
tional buffering of data is required, detection and correction must
be performed extremely quickly. The control computer associated
with the XUNET switch will be unable to perform such tasks fast
enough. However, due to the high degree of programmability in
the XUNET switch hardware, we intend to handle weak VCI colli-
sions directly within the switch in a fast and efficient manner,
Strong VCI collisions present a greater problem. Communication
with the next node along the path is required since a VCI with the
improper destination may have to be used. Such communication
takes considerable time, during which extra buffering mechanisms



and/or flow control would be required. Altematively, the VC estab-
lishment request could simply be denied, resulting in the source
router attempting a re-establishment using the general method of
waiting one round trip time before sending data. Since the proba-
bility of strong VCI collision is expected to be very low, however,
the poor performance obtained in such cases is considered accept-
able. Sections 6 and 7 show the probability of both strong and
weak VCI collisions in routers and switches, under various assump-
tions for the size of the VCI space and VC pattern.

4.3. VC Teardown

Clearly, in a network which uses virtual channels which
must be established prior to use, there must be a mechanism by
which channels are torn down after use, so the VCIs used to
represent the channel can be reused. Since VCs are pre-established
in the NoW VC establishment scheme, the setup consists of simply
marking the switch VC mapping table entry as in use. Likewise,
teardown consists of marking the switch VC mapping table entry as
not in use. The XUNET environment will have a mechanism for
tearing down virtual channels. Initially, virtuwal channels esta-
blished with the NoW scheme will utilize this mechanism. It is not
yet clear what the exact mechanism will be. One possible way to
tear down a VC is to have the source host explicitly indicate to the
source router that the VC is no longer needed. Another possibility
is to have the source router detect activity on each VC and tear
down those VCs which are inactive for a certain period of time. A
third possibility would be for switches to detect inactivity over VCs
and initiate the teardown procedure. In all cases a special dedicated
channel is likely to be needed to carry the teardown message.

It could be argued that if waiting one round trip time to per-
form VC setup is undesirable, then waiting one round trip time to
perform teardown is also undesirable, It is preferable to free up
resources immediately after use, rather than wait one round trip
time to teardown a VC and release the resources. We believe this
to be true and are considering how to make fast teardown a part of
the NoW method.

5. TCP Traffic Measurements

In order to gain intuition as to what types of VC patterns
may occur in ATM-based WANSs, a traffic study was conducted
which investigated the characteristics of TCP connections esta-
blished between UW-Madison and all non-local sites on the Inter-
net. Of particular interest was the rate of establishment and the
duration of such connections. The results of the study were used for
two purposes. First, as parameters to analytical and simulated
models of routers and switches used to evaluate the performance of
the NoW method in a large-scale network. And second, to confirm
our belief that VC establishment request interarrival times and VC
durations are approximately exponentially distributed.

5.1. Methodology

Raw data for the study was collected via the tcpdump utility.
This utility allows the collection and timestamp of all TCP headers
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with the SYN or FIN flag set which originate from or are destined
to a non-local site. We collected such data for three 12 hour
periods, 6 a.m. - 6 p.m., August §, 9, 10, 1991. By matching SYN
and FIN flags we could determine the number of connections
within each period, the duration of each one, and the identity of the
other end-point of the connection. During the three 12 hour periods
we saw a total of 8785 connections established with UW-Madison
as the initiator, and 6860 connections established with a non-local
site as the initiator,

To derive parameters for use in simulation, a number of
assumptions were made about the underlying network from which
measurements were gathered. We now describe the model of a
large-scale WAN which was assumed. We used the NSFNET T1
backbone network (see Figure 4) and all regional networks within
the United States as our topology. There are approximately 25
regional networks hanging off the NSFNET backbone, with an
average of 36 sites per regional network. Thus the model under
consideration has roughly 900 destination sites. In reality, for
administrative purposes each site within a regional network is asso-
ciated with a primary autonomous system (AS). We assumed each
autonomous system was associated with a single backbone node
and all traffic from the autonomous system to UW-Madison went
through the associated backbone node. Traffic between backbone
nodes was assumed to be routed on a shortest number of hops basis.

5.2. Results

To determine the performance of the NoW method within a
switch (i.e., backbone node) in the model described above, it is
necessary to know the arrival rate of connection requests lo a par-
ticular destination into the switch, and the expected duration of the
connections. We computed the arrival rate of connection requests
to the computer science department at UW-Madison at each switch
by first calculating the average arrival rate from each autonomous
system to UW-Madison from the raw data collected. Then, by
using our two assumptions (i.e., each AS is associated with a single
backbone node and routing between backbone nodes is by shortest
number of hops) we were able to sum arrival rates of links which
combine to flow over another link. We assumed that the backbone
node at Champaign, Illinois was the primary node associated with
UW-Madison and that all traffic to UW-Madison flowed through
that node. The observed arrival rate (computed as the average of the
arrival rates for the three periods) on the link from Seattle to Cham-
paign was 0.0091 connections/second. Arrival rates on the links
from Lincoln to Champaign and Pittsburgh to Champaign were
0.005 and 0.0305 connections/second, respectively. In addition,
there was an arrival rate of 0.0084 connections/second from sites
which were assumed to connect to the backbone directly at Cham-
paign. Thus the total average arrival rate of connection requests to
rest of the network was .053

Wisconsin  from  the

connections/second.

We also computed the expected duration of connections to
UW-Madison on an AS basis. Due to the variety of applications
which utilize TCP (e.g., finger, ftp, rlogin), the observed connection
durations varied substantially within a given AS. Across ASs the



average duration also varied greatly, from less than 5 seconds 1o
over 500 seconds. The average duration over all conversations for
the three periods was 72.5 seconds. Almost 95% of all connections
were less than 200 seconds. The cumulative distribution function
characterizing the lowest 95% connection duration times is shown
in Figure 5, together with the cumulative distribution function of an
exponential distribution with expected value of 12.8. The two
functions are very similar, particularly up to a probability of around
0.85. The exponential distribution in Figure 5 is used as an esti-
mate of duration time for the simulations described in Section 7.
We feel it is reasonable to exclude the 5% of the connections with
the highest durations since in an ATM environment such connec-
tions at the application level could easily consist of multiple chan-
nels of shorter duration at the ATM level. In applications which
have long periods of idle time this does not present any problems.
We observed several very long rlogin sessions, including some in
excess of 8 hours. It is likely there were several periods of inac-
tivity over this period and thus the connection could have been bro-
ken into several connections of shorter duration.
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Figure 5. Distribution of TCP Connection Duration

To determine the performance of the NoW method within
routers, we computed the arrival rate of connection requests ini-
tiated at UW-Madison to all destinations, where destinations are
actual sites, not autonomous systems. This is in contrast to the
arrival rates described above, which were for connections destined
for UW-Madison (i.e., initiated outside of UW-Madison). We also
computed the connection duration times for such connections.
Table 3 gives the average number of connections (in a 12 hour
period), the average connection creation rate (per second), and the
average comnection duration (seconds), for the only three sites
which appeared in the top ten for all three observed periods. The
University of Illinois was the top network by a significant margin in
each period, mainly due to the fact that periodic (every 30 minutes)

weather service updates are obtained from that site. The perfor-
mance of the NoW method under the traffic patterns appearing in
Table 3 is shown in Section 6.

Destination | Connections | Duration | Creation Rate
UIuC 349 7.1 .0081
UC-Berkeley 47 44.6 .0011
Rutgers 44 80 0010

Table 3. Top Sites for UW-Madison Initiated Connections

5.3. Duration and Interarrival Time Distributions

As mentioned earlier, one of the purposes of the traffic study
was to determine if the distributions of VC duration and VC estab-
lishment request interarrival time (for a fixed source/destination
router pair) are approximately expenential. Two tests were per-
formed on the data concerning connections from UW-Madison to
UCB and Rutgers. The highest 2% and 6% of the duration times
were removed from the Rutgers data and UCB data, respectively,
before the tests were performed. This removal was for the same
reason stated in the previous section (i.e., connections with long
durations are not relevant since they can easily be broken into
several connections of shorter duration). We did not test the UIUC
data since the large number of connections with the weather server
were at regular intervals and of very short duration, characteristics
which made connections to that site very unlike those to all other
sites, We calculated the coefficient of variance (CV) and the
Kolmogorov-Smirnov (KS) statistic for the VC duration and
interarrival time data. The coefficient of variance for an exponen-
tal distribution is 1. Thus the CV of a data sample is a measure of
its deviation from the exponential distribution. The KS statistic is
calculated using the Kolmogorov-Smirov test, a goodness-of-it
test used to determine the likelihood that a data sample has come
from a particular distribution. The result of the KS test is the
acceptance or rejection of the hypothesis, at some level of
significance (i.e., the probability the hypothesis is rejected even
though it is true), that the observed data is exponentially distri-
buted. The results of the tests appear in Tables 4 and 5. The first
value in the columns labeled Kolmogorov-Smimov is the mean
value which gives the highest significance level for which the
hypothesis that the data is exponentially distributed is accepted.
That significance level follows the mean. For a comparison to the
results, consider Figure 5. The data plotted there appears to be
approximately exponentially distributed. That data had a
coefficient of variance of 1.68, but the KS statistic led to the rejec-
tion of the hypothesis at a 1% level of significance. Thus the
results of Tables 4 and 5 suggest the data is approximately
exponentially distributed, (at least as much as the data plotied in
Figure 5). Based on these results, we feel comfortable that it is rea-
sonable to make the assumptions that VC establishment requests
arrive according to a poisson distribution (i.e., interarrival times are
exponentially distributed) and VC durations obey an expornential
distribution. Indeed, we make such assumptions in the following



Iwo sections.

Destination | Coefficient of Var | Kolmogorov-Smirnov
UC-Berkeley 1.87 5.9/.20
Rutgers 1.6 23.5/.20

Table 4. Duration Distribution

Destination | Coefficient of Var | Kolmogorov-Smirnov
UC-Berkeley 1.71 rejected
Rutgers 1.02 828/.01

Table 5. Interarrival Time Distribution

6. NoW Performance within Routers

This section provides analytical and simulation results which
show the likelihood of weak and strong VCI collisions within a
router, given assumptions about the size of the VCI space and the
expected VC creation rate and duration to some destination router.

Recall that within routers, VCI collisions occur within a pool of

VClIs associated with a given destination.
6.1. Analysis

6.1.1. Weak VCI Collisions in Routers

The following assumptions apply to the analysis. The previ-
ous section addressed assumptions 1 and 2. Assumption 3
simplifies the analysis. However, the results of the analysis (i.e,,
probability of 0 weak VCI collisions within a partition) are the
same whether or not assumption 3 is made.
1) The expected number of VC creation requests made to a router
for a given destination in an interval of length r is of the form Ar,
the expected value of a poisson distribution.
2) The expected duration of each VC, or lifetime of the VCI, to a
given destination is 1/, where | is the parameter of an exponential
distribution.
3) When a weak VCI collision occurs, the VC creation request is
denied and a new request is not generated.

Let random variables A and N be as follows:
A =# of VC creation requests for a given destination
arriving at the router in an interval of length r
N = # of weak VCI collisions caused by the VC
creation requests in an interval of length r

By the law of total probability we know

(1) PN=K)= 3 P(N=k| A =n) * P(A = n)

n=Q
From the assumption that A is poisson we know
@) PA=n)=e? P

n!
We can think of PN = k | A = n) as n bernoulli trials with success
on k of them, where success means a weak VCI collision.
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Claim: 3)P(N=k|A=n)= (Z)pk (1-p)n0

where p is the probability of a weak VCI collision on any given
arrival. To show this is true (i.e., that PN = k | A = n) is binomi-
ally distributed), it must be shown that p is independent of when a
particular arrival occurs. That is, p is the same for the ith arrival,
the (i + 1)st arrival, the (i + n)th arrival, etc. It turns out p is equal

A )¢, where C is the size of the VCI pool associated with the

At
given destination. The proof is found in appendix A. From (2) and
(3) we can then evaluate (1) to be
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Thus the random variable N, which counts the number of
weak VCI collisions at a router, in an interval of length 1, has a
poisson distribution with parameter Apr, where A is the poisson
parameter for the VC establishment arrival distribution and p is the
probability of any given arrival causing a collision.

If we define the wraparound time of a VCI space (or pool)
to be the size of the space divided by the rate at which VCls are
used (i.e., A), and let T = wraparound time, then the poisson
parameter for the number of weak VCI collisions in one wra-

paround time reduces to ( YexC., Tt is easily shown that when

A
AL
using such a value for r, the probability of weak VCI collision is
the same for all (;, ;) and (A, ;) such that —E'« = 21 Appendix
A provides this simple proof. This means that what rjeally matters
in determining the probability of weak VCI collisions within a
meaningful time interval (i.e., the wraparound time), is the product
of the creation rate and duration, not the individual values of either
parameter. Recall that in the previous section we discussed tech-
niques to keep the value of this product as low as possible. Table 6
shows the probability of having 0 VCI collisions within a wra-
paround period, for various values of the size of the VCI space, the
VC creation rate, and the VC duration. The rows are labeled by the
size of the VCI space and the columns are labeled by the probabil-
ity of 0 weak VCI collisions within a wraparound period. The
entries contain the highest value for the product of the creation rate
and duration which still results in a probability of 0 collisions equal
to that of the column heading. For example, if a router has 256
VClIs in its pool associated with a given destination, and expects to
create VCs to that destination at a rate of 4/sec with each VC
expected to last 6 seconds, then the probability of having 0 weak
VCI collisions in any 64 second (wraparound time) period is equal
10 0.99.



To see the implications of these results for the performance
of the NoW method in a large-scale network, consider Table 6,
where the products of creation rate and duration for connections
from UW-Madison to UIUC, UCB, and Rutgers are .058, .049, and
.08, respectively. Assuming the large-scale network model
described earlier (i.e., 900 destinations implying 10 bits of the VCI
field used to encode destination ID), a UW-Madison router would
have at most a VCI pool of size 64 (i.e., 6 bits) for any destination.
Depending on the number of other routers sharing this pool at the
switch where UW-Madison begins sharing the VCI space associ-
ated with the given destination, and the relative size of the creation
rate-duration product for those routers, the size of the pool would
be reduced by some amount. From Table 6, however, we see that a
pool size as low as 4 is still sufficient to yield a 0.99 probability of
0 weak VCI collisions for any creation rate-duration product less
than 0.2. Thus, at routers, the performance of the NoW method is
very good in such a large-scale environment.

Probability of 0 Weak VCI Collisions
Shared
VCs
1 ] .99 9 .8 5 2 01
1 0 0 05 | .25 1 1 1
2 0 | .05 2 5 1.4 2 2
4 0 2 .6 9 1.8 4 4
8 1 N 1.3 1.7 | 27 | 45 8
16 S 11727 | 32| 46 | 64 | 123
32 1 3 5 6 7 10 16
64 2 9 10 13 16 23
128 6 13 17 19 24 28 38
256 12 | 24 32 35 42 50 63
512 24 | 46 | 59 65 77 88 108
1024 47 | 88 | 111 | 120 | 139 | 158 | 188

Table 6. Routers: Analysis
Weak VCI Collisions

6.1.2. Strong VCI Collisions in Routers

The process of VC establishment requests arriving at a
router with a fixed size pool of VCIs to allocate for such requests
can be modeled as a special case of a birth-death stochastic process,
namely an M/M/m queue. An M/M/m queue has service requests
arriving according to a poisson distribution, service time obeying
an exponential distribution, and m servers to service the queue. In
terms of a router establishing VCs, this translates into VC establish-
ment requests arriving according to a poisson distribution, VCI
durations obeying an exponential distribution, and m being the size
of the VCI pool. A strong VCI collision corresponds to the birth-
death process being in state m or greater when a new request
arrives. For a stochastic process to be in some state k means there
are k customers (i.e., VCs) currently queued or being serviced. The
stochastic process has a long-run steady state probability of being
in some state k as long as the process is stable. In terms of a router,
this means that the product of the VC establishment rate and VC

duration is less than the number of VCIs in the pool. For a stable
M/M/m queue, the probability of queueing (i.e., there are m or
more customers already in queue upon arrival) is equal to

m%, where p = —n%:, and p, the probability the queue is

m!
- -1
empty, is equal to (), (mp)* +-——P———(m ) _—1—~) [Triv 82]. Table 7
i k! m! 1-p
shows the probability of strong VCI collision (i.e., queueing in an
M/M/m queue) for various values of m, A, and y. The row label
indicates the size of the VCI pool. The bottom number in each
entry indicates the probability a VC establishment arrival will cause
a strong VCI collision, given values for the size of the VCI pool,
VC establishment rate, and VC duration. The top number in each
eniry is the value of the product of the creation rate and duration

m-1

(i.e., %I-) which yields the given probability.

Not surprisingly, for a given value of —z:—, the probability of a

sirong VCI collision is much less than that of a weak VCI collision.
As the VCI pool size increases this difference increases. Given a
VCI pool size of only 2, a creation rate-duration product value of
.125 still resulis in only a .007 probability of strong VCI collision.
Given the product values computed from Table 3, the NoW method
performs more than adequately at routers, in terms of probability of
strong VCI collision.

Shared Top Value: Creation Rate * Duration

VCs Bottom Value: Probability of Strong Collision
.063 125 25 375 5 625

1 063 125 25 375 .5 625
125 25 .5 5 1.0 1.25

2 .007 .028 10 205 333 48

25 ] 1.0 1.5 2.0 2.5

4 0001 | .0018 02 .075 174 32

5 1.0 2.0 3.0 4.0 5.0

8 0 0 0011 013 .06 17
1.0 20 4.0 6.0 8.0 10.0
16 0 0 0 .0005 | .009 057
2.0 4.0 8.0 12.0 16.0 20.0
32 0 0 0 0 .0003 | .0089
4.0 8.0 16.0 24.0 32.0 40.0
64 0 0 0 0 0 .0003
8.0 16.0 32.0 48.0 64.0 80.0

128 0 0 0 0 0 0

Table 7. Routers: Analysis
Strong VCI Collisions

6.2. Simulation

Although the analytical results of the previous sections pro-
vide insights into the performance of the NoW method within
routers, such analysis cannot provide the answers to several
interesting questions. For example, if we assume a request
experiencing a weak VCI collision is allocated a different, avail-
able, VCI, then the probability of weak VCI collisions is different
from that found in the analysis of Section 6.1. Similarly, the



analysis of Section 6.2 assumed requests experiencing a strong VCI
collision were queued. The probability of strong VCI collision will
be different if requests experiencing such a collision are rejected,
rather than queued. A simulation was performed to determine the
two probabilities not provided by the analysis. VC request arrivals
were assumed to be poisson distributed and VC durations were
assumed to be exponentially distributed. The amount of time simu-
lated for each run was 12 hours. Table 8 contains the results of
simulation runs for various values of VCI partition size and crea-
tion rate-duration product. The top number in each entry is the pro-
bability a request arrival results in a weak VCI collision and the
bottom number is the probability an arrival results in a strong VCI
collision. The results of simulation runs with the worst case param-
eters taken from Table 3 (i.e., Rutgers: duration = 80, creation rate
= 0.001) showed 0 probability of both weak and strong VCI colli-
sions for all VCI partition sizes except a size of 1. At this size, the
probability of weak and strong VCI collision was the same, and
equal to 0.048. Thus again the performance of the NoW method in
routers is seen to be very good in our large-scale network model.

Creation Rate * Duration
Shared
VCs

5 2 4 8 16

4 .014 27 unstable | unstable | unstable

0007 .09

16 0 .0008 .02 .19 unstable
0 0 0 0

32 0 0 0 .02 17
0 0 0 0 0

48 0 0 0 .003 05
0 0 0 0 0

64 0 0 0 0007 01
0 0 0 0 0

Table 8. Routers: Simulation
Weak and Strong VCI Collisions

7. NoW Performance within Switches

This section contains simulation results showing the proba-
bility of weak and strong VCI collisions in switches, given various
values for the size of the VCI space and the expected VC creation
rate and duration associated with a single destination. The proba-
bilities computed are the same as in Table 8. That is, the probabil-
ity of weak VCI collisions (top value) is for a system in which
weak VCI collisions are corrected and the probability of strong VCI
collisions (bottom value) is for a system in which strong VCI colli-
sions are rejected. Again, VC request arrivals were assumed to be
poisson distributed and VC durations were assumed to be exponen-
tially distributed. The amount of time simulated was 12 hours.

7.1. Weak VCI Collisions in Switches

It should be clear that under the NoW method the probability
of a weak VCI collision within a switch, for a VCI partition associ-

ated with a link directly conrnected to a router, is the same as the
probability of a weak VCI collision within that router. Thus it
would be uninteresting to simulate a switch for which VC request
arrivals come only directly from routers. As was seen earlier, the
possibility of weak VCI collision arises in switches when a fixed
number of incoming VCIs to a switch must map to a smaller
number of outgoing VCIs. Qur simulation consisted of two
switches. The first switch was fed by three different arrival streams
assumed to be from routers. Within the first switch the VCI space
was partitioned among those streams using the NoW method. The
three streams entering the first switch combined to form a single
stream which was fed into the second switch. We assumed the
large scale network topology described earlier (i.e., 900 destina-
tions, leaving 6 bits for actual VCI). Thus the incoming stream
used 64 different VCIs. The number of outgoing VCIs which the
64 incoming VClIs could map to was a parameter to the simulation,
(this value indicates the portion of the outgoing VCI space allo-
cated to the incoming line). Because the stream of VCI requests
entering the second switch came from another swilch, and not a
router, there is no reason o expect consecutive request arrivals to
have consecutive incoming VCIs. One would expect, then, that the
probability of weak VCI collision within such a switch would be
higher than within a switch directly connected to only routers. The
results of Table 9 show this to be the case. The top value in each
entry of Table 9 indicates the probability of weak VCI collision
within the second switch. A comparison of Tables § and 9 show
the difference in weak VCI collision probability for switches con-
nected to routers and switches connected to other switches. In many
cases the difference is substantial. This underlines the importance
of the collision avoidance and detection/correction techniques
described earlier. However, the results of simulation runs with
parameters derived from our traffic study show the performance of
the NoW method within switches is acceptable in a large-scale
environment. Using Figure 4 as our backbone model and the
observed TCP connection creation rates and durations for connec-
tions to UW-Madison, we simulated the switches at Pittsburgh and
Champaign. The three incoming streams at Pittsburgh had creation
rates of 0.0036, 0.0202, and 0.0067 connections/second. This led
to an incoming arrival Champaign of 0.0305
connections/second. Knowing that all other links into Champaign
had a total incoming creation rate of 0.0225, we computed the size
of the VCI partition associated with the link from Pittsburgh to
Champaign as 36. With an expected VC duration of 12.8 seconds
(see Figure 5), the resulting probability of weak VCI collision
within that VCI partition was 0.009. The probability of strong VCI
collision was 0. It should be noted that these probabilities arc for

stream at

just one partition and one destination. A switch must handle wraffic
for multiple destinations and thus must manage multiple VCI parti-
tions. However, the switch at Champaign was the most heavily util-
ized switch for traffic 1o UW-Madison and the probability of colli-
sion was still quite low. If a switch is to handle collisions for all
destinations, then clearly the probability of collision for individual
destinations must be low. The lime to handle a single weak VCI
collision will determine how effective a swiich executing the NoW



method can serve all destinations. One can now see how special
support on the part of switches to handle weak VCI collisions can
be very helpful.

7.2. Strong VCI Collisions in Switches

Since the time to recover from a strong VCI collision within
a switch is likely to be fairly long, a reasonable policy is that VC
establishment requests which experience such collisions will be
rejected. The router would then have to attempt to establish a VC
in some other manner, or wait and retry later. The probabilities of a
strong VCI collision within a switch which does such rejection are
shown as the bottomn value in the entries of Table 9. In most cases
the proability is very low, often 0. For the simulation using the
parameters derived from our traffic smdy the probability of sirong
VCI collision was 0. Thus we feel the performance of the NoW
method in swiiches of large-scale networks, in terms of request
rejection probability, is quite acceptable.

Creation Rate * Duration
Shared
VCs

5 2 4 8 16

4 .09 42 | unstable | unstable | unstable

.0007 | .10

16 .02 12 31 .65 unstable
0 0 0 .004

32 .007 .05 .14 42 73
0 0 0 0 0

48 .007 .03 07 19 47
0 0 0 0 0

64 0 0 .0007 .005 15
0 0 0 0 0

Table 9. Switches: Simulation
Weak and Strong VCI Collisions

8. Related Work

Recent work at UC-Berkeley has addressed the issue of
establishing commections for real-time applications (e.g., voice,
video) which require performance guarantees. These connections
are called real-time channels [FeVe 90]. To determine whether a
real-time channel can be established, various tests are performed, in
turn, at each node along the path. The tests determine whether the
performance required of the new channel can be guaranteed while
still guaranteeing the performance of all previously established
channels. The channel establishment method described in [FeVe
90] takes in excess of one round trip time to complete.

[DaVe 89] describes a method to establish real-time chan-
nels in less than one round trip time. In this method a connection
identifier consists of a source ID, destination ID, and timestamp
indicating the time the connection request was generated. This is in
contrast to an ATM network where the connection identifier is a
VCI. In order to guarantee correct performance (i.e., the channel is
in fact established before data flows over it), the method described
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in [DaVe 89] requires a period of inactivity on the channel so that
data packets do not catch up to the setup packet which instigates
the execution of the tests to determine if the channel can be esta-
blished. The period of inactivity must be long enough such that all
establishment tests can be completed at each node along the path.
[FeVe 90] states the time for establishment tests on a VAX-8600 is
about 4ms. If a large number of nodes must perform such tests,
then the inactive period becomes quite high and the benefits of fast
establishment are lowered. In the NoW method a similar period of
inactivity is required when a weak VCI collision within a switch is
being corrected. Clearly the length of this period is dependent on
the time it takes to detect and correct a VCI collision within the
switch. The better support the switch has for the NoW method, the
less time such correction will take. Note, however, that a weak
VCI collision is most likely to occur under a heavier traffic load.
At such times, an inactive period on each VC is introduced simply
due to the servicing of other VCs (assuming VCs are serviced in a
round robin fashion). Under light loads, weak VCI collisions are
less likely to occur. If a collision does not occur, then there is no
need for an inactive period.

The real-time channel establishment protocol of [FeVe 90]
could be combined with the NoW method to provide the establish-
ment of virtual channels which guarantee a certain level of perfor-
mance. The fast establishment of such channels will be the topic of
future work. We believe the principle of designing for the common
case can be applied to such work. That is, in most cases it is likely
there are sufficient resources available so that the desired perfor-
mance of the VC can be guaranteed. An algorithm which takes
advantage of this fact can likely perform better than the algorithm
described in [DaVe 89].

The notion of a virtual path (VP) as described in [BuDo 91]
and [SOT 90} also relates to the concept of fast VC establishment.
Virtual paths are essentially a bundle of virtual circuits (VCs). Vir-
tual paths allow easy management of a group of VCs. A single VP
can be established between two endpoints and a certain capacity, or
performance guarantee, can be associated with that VP. Subse-
quent VCs which wish to use the already established VP need not
go through the entire establishment phase since the route for the
VC is already determined by the VP. Virtual paths which are
heavily utilized are advantageous. Virtual paths which reserve
resources which are not uiilized are wasteful. It is possible to
dynamically adjust the capacities assigned to VPs to avoid such
inefficiencies. Such dynamic adjustment is similar to our proposed
method of dynamically adjusting VCI partitions within switches to
avoid weak VCI collisions.

It should be noted that the standard ATM cell header actu-
ally contains an 8-bit virtual path identifier field. The cells 1o be
carried in XUNET do not have such a field defined.

9. Conclusions and Future Work

The design philosophy of the NoW virtual channel establish-
ment method was based on the tenet of designing for the common
case. We propose a method by which virtual channels can be esta-



blished such that the source does not have to wait one round trip
time for confirmation that the charnel has been established before
data can be sent over the channel. Instead, the source can send data
immediately after choosing an identifier to represent the channel.
We believe that in the common case the task of the router and the
switch is not complicated by using NoW VC establishment.
Analysis and simulation have shown the percentage of VC estab-
lishments which fall under the category of the common case, given
assumptions about the parameters characterizing the network. We
have shown the NoW method to perform very well in a large-scale
network with realistic parameter values. In the uncommon case,
when VCI collisions occur, special support is required on the part
of the swiiches to correctly establish a VC. We have described
methods and techniques to help avoid such VCI collisions and help
the NoW method perform well as network size grows.

Qur current work is concentrated on implementing the basic
NoW method within the XUNET environment. This includes the
implementation of a VCI collision avoidance mechanism which
dynamically adjusts the VCI partitions within switches when there
is danger of a collision occurring. It also includes the implementa-
tion of weak VCI collision detection and correction within
switches. Not only will such an implementation provide us with an
actual environment in which to experiment with our method, but
we also feel that such an exercise will teach us much about how lo
design new hardware capable of supporting the NoW method even
better than the XUNET hardware.

Future work will address several enhancements to the NoW
method. The ability to perform dynamic routing would provide
another mechanism by which VCI collisions could be avoided. We
would also like to support the fast establishment of channels which
guaraniee particular types of service. Finally, we would like 1o
combine the NoW method for VC establishment with some type of
congestion control mechanism to provide a complete resource

management scheme for data traffic in ATM-like networks.
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Appendix A

Proof of the claim that each VC establishment request
arrival 10 a router has the same probability of resulting in a weak
VCI collision.
-letp; =  probability ith arrival results in a collision

-letd; =  time difference between the ith arrival and the previous
arrival which used the same VCI which the ith arrival wishes to use

f
P(d;>x) = e~ * 2 (A.x) for 0 < x < oo

This is a Cth order erlang dlsmbution where C is the size of the
VCI space and A is the poisson parameter for the arrival distribu-
tion. d; has an erlang distribution due to the assumption that the
distribution of VC establishment request arrivals is poisson. With
poisson arrivals, the time until the Cth arrival is a Cth order erlang
distribution.
-lety =
the ith arrival wishes to use

From the assumption that VC lifetimes are exponentially distri-

lifetime of the previous arrival using the VCI which

buted, we know

P>y =" forO<y < oo
Thus we can see that p;, the probability of the ith arrival causing a
collision, is simply the probability of the previous lifetime of the
VCI to be allocated, being greater than the time since the VCI was
last allocated, or

Pi :P(l,' >d,‘ |A=n)
Applying the continuous version of the law of total probability, we
get
pi =] PU>xIA=nd=x)% f; (x)dx where f(x) s
o
the density of d;.
eo C,.C~1 ,~hx
= [ et « AxTTeTE gy
) (-1
C
- A % j e *x(C D dx wherek=u+2A
Cc-nt 4

oo

But J e *xC1 dx is a special form of the gamma function and is

3(7((%—1, where Y(C) = (C -1)!

A, -
(C=1)! k€

equal to

Thus p; =

Mu
Thus p; is dependent on {1, A, and C, but not on i.
Thus the claim that each arrival has the same probability of result-



ing in in a weak VCI collision is true. O

Proof that the probability of weak VCI collision during a
wraparound period is dependent only on the product of the crea-
tion rate and duration, and not on the individual values. Consider

MM
Ay, Wy, and Ay, Ly, such that — = —.
1 My 2, Ha o i
A M, [ L __1
D TR
M M

Aoty
Thus the poisson parameter for the distribution giving the probabil-
ity of weak VCI collision in one wraparound period is the same
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1
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